Use case security – Device and/or system
A corporation suspects that confidential non-public data has been compromised by printing a document that contained the information.  The investigating forensics team wants to audit the document trail from the host location to all instances of it being printed, and identify the all people with access to the data stream, or the printed document.  The forensic team also wants the times and locations that each person had access to the data.



